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Introduction to this Guide

This *Installation and Configuration Guide* provides instructions for installing and configuring the Foglight Cartridge for Guest Process Investigation. Before you begin, refer to the *System Requirements and Platform Support Guide*.

About Quest Software, Inc.

Established in 1987, Quest Software (Nasdaq: QSFT) provides simple and innovative IT management solutions that enable more than 100,000 global customers to save time and money across physical and virtual environments. Quest products solve complex IT challenges ranging from database management, data protection, identity and access management, monitoring, user workspace management to Windows management. For more information, visit [www.quest.com](http://www.quest.com).

Contacting Quest Software

<table>
<thead>
<tr>
<th></th>
<th><a href="mailto:info@quest.com">info@quest.com</a></th>
</tr>
</thead>
<tbody>
<tr>
<td>Mail</td>
<td>Quest Software, Inc.</td>
</tr>
<tr>
<td></td>
<td>World Headquarters</td>
</tr>
<tr>
<td></td>
<td>5 Polaris Way</td>
</tr>
<tr>
<td></td>
<td>Aliso Viejo, CA 92656</td>
</tr>
<tr>
<td></td>
<td>USA</td>
</tr>
</tbody>
</table>

Refer to our Web site for regional and international office information.

Contacting Quest Support

Quest Support is available to customers who have a trial version of a Quest product or who have purchased a Quest product and have a valid maintenance contract. Quest Support provides unlimited 24x7 access to our Support Portal at [http://www.quest.com/support](http://www.quest.com/support).

From our Support Portal, you can do the following:
• Retrieve thousands of solutions from our Knowledge Base
• Download the latest releases and service packs
• Create, update, and review Support cases

View the Global Support Guide for a detailed explanation of support programs, online services, contact information, policies, and procedures. The guide is available at: http://www.quest.com/support.
Installing and Configuring the Cartridge for Guest Process Investigation

The Cartridge for Guest Process Investigation installs on:

- Foglight (For more information, see “Installing the Cartridge for Guest Process Investigation on Foglight” on page 6.)
- vFoglight (For more information, see “Installing the Cartridge for Guest Process Investigation on vFoglight” on page 6.)

Installing the Cartridge for Guest Process Investigation on Foglight

To install and configure the Cartridge for Guest Process Investigation on Foglight:

<table>
<thead>
<tr>
<th>Note</th>
<th>Steps one and three are optional.</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Install and configure the Windows Remote Management (WinRM) on the remote machine. For more information, see “Downloading WinRM” on page 9.</td>
</tr>
<tr>
<td>2</td>
<td>Install the Foglight Agent Manager (FglAM) on Foglight. For procedures to install the Foglight Agent Manager, refer to the Foglight Getting Started Guide.</td>
</tr>
<tr>
<td>3</td>
<td>Configure the Root Certificates for the Cartridge for Guest Process Investigation. For more information, see “WinRM Configuration” on page 9.</td>
</tr>
<tr>
<td>4</td>
<td>Install the Cartridge for Guest Process Investigation on Foglight. For more information, see “Installing the Cartridge for Guest Process Investigation Cartridge” on page 12.</td>
</tr>
<tr>
<td>6</td>
<td>Create an agent. For more information, see “Creating an Agent” on page 13.</td>
</tr>
</tbody>
</table>

Installing the Cartridge for Guest Process Investigation on vFoglight

When you install vFoglight, the following actions take place:
• The Foglight Agent Manager installs.
• The Cartridge for Guest Process Investigation installs.
• The agent is created and deploys.

If you want to install the Cartridge for Guest Process Investigation on another Foglight Agent Manager to monitor hosts, perform the following steps:

1. Install the Foglight Agent Manager (FglAM) on the machine that will be monitoring other hosts. For procedures to install the Foglight Agent Manager, refer to the Foglight Getting Started Guide.

2. If installing on a Windows machine, configure the Root Certificates for the Cartridge for Guest Process Investigation. For more information, see “WinRM Configuration” on page 9.


4. Create an agent. For more information, see “Creating an Agent” on page 13.

Guest Process Investigation Collection Methods

The Cartridge for Guest Process Investigation provides the following methods to collect process data:

• Windows Management Instrumentation (WMI) (See page 7.)

  Note WMI is the recommend method for collection of Guest Process metrics.

• Windows Remote Management (WinRM) (See page 8.)

Windows Management Instrumentation (WMI)

Windows Management Instrumentation (WMI) allows for management, control, and monitoring of systems in your enterprise. The Cartridge for Guest Process Investigation uses WMI to connect to virtual and physical machine hosts to collect process metrics. The following information must be taken into consideration when using the WMI with the Cartridge for Guest Process Investigation:

• You must have a local or domain administrator’s account to collect process data.

• You cannot use WMI with the Cartridge for Guest Process Investigation to collect metrics thorough a firewall. You must turn the firewall off to collect metrics or use WinRM. For more information, see “Windows Remote Management (WinRM)” on page 8.

• The WMI collection method may require that the Remote Registry service be running on the target host. Some versions of Microsoft Windows (most commonly Vista) do not enable this service by default. It is recommended that you verify this service is running and configured to start automatically.

  Note If the Remote Registry service is started after attempting collection, you must restart FglAM before the collection will be successful.
Some access restrictions on Windows Server 2008 R2 restrict access to certain areas of the registry that prohibit the Guest Process Agent from collecting data. For additional steps, see “Monitoring Windows Server 2008 R2 Host via WMI” on page 8. You can otherwise use WinRM to collect process data from these hosts.

**Monitoring Windows Server 2008 R2 Host via WMI**

The following steps provide procedures to access restrictions on Windows Server 2008 R2 that prohibit the Quest Guest Process agent from being able to collect process data.

*To collect data from Windows Server 2008 R2 via WMI:*

1. Login to the target remote host as Administrator.
2. Run the Regedit program.
3. If you are asked to allow the Regedit program to make changes to the computer, click **Yes**.
4. Navigate to the Registry item:
   
   `HKEY_CLASSES_ROOT\CLSID\{76A64158-CB41-11D1-8B02-00600806D9B6}`

5. Right click this item and select **Permissions**.
6. Click **Advanced**.
7. Select the **Owner** tab.
8. In the “Change Owner to...” box, highlight the account you are currently logged in as.
9. Click **Ok**.
   
   The dialog closes.
10. Click **Ok**.
    
    The dialog closes.
11. Right click the registry item again and select **Permissions**.
12. Highlight the Administrator’s group.
13. Give Full Control permissions to this group by checking the **Allow** box.
14. Click **Ok**.
15. Close the Regedit program.

**Windows Remote Management (WinRM)**

*Note*  
WinRM installation is now optional. You can choose from WinRM or WMI as the collection method.

To collect process information from remote Windows installations, the Cartridge for Guest Process Investigation relies on Windows Remote Management (WinRM) to expose the process information data. While some Windows installations include WinRM, others require that you download and install it.
The Cartridge for Guest Process Investigation is compatible with two types of WinRM authentication:

- Encrypted (HTTPS) basic authentication
- Non encrypted (HTTP) basic authentication

After WinRM is installed and properly configured, ensure that process information collection is successful before moving on to the configuration of other WinRM installations.

The following sections describe the WinRM installation and configuration procedures:

- **Downloading WinRM** (For more information, see “Downloading WinRM” on page 9.)
- **WinRM Configuration** (For more information, see “WinRM Configuration” on page 9.)
- **Listening for Remote Connections** (For more information, see “Listening for Remote Connections” on page 10.)

### Downloading WinRM

**Note**
The Guest Process cartridge does not work with the version of WinRM that is available through optional Windows components on Windows Server 2003 R2. The following link allows you to download the recommended update for WS-Management, which contains the latest version of WinRM that is compatible with the Guest Process Cartridge.


WinRM installations can be viewed for:

- Windows Server 2003 (x86 and 64-bit systems)
- Windows XP (x86 and 64-bit systems)

### WinRM Configuration

During WinRM configuration, it is recommended to reference the WinRM help for more specific configuration instructions. Type “`winrm`” at the command prompt to access help.

**Note**
If an "Access is denied" error occurs when running WinRM command line commands, you may need to run the command line prompt tool using "Run as administrator" or temporarily disable the User Account Control (UAC). Visit the following link for instructions on disabling UAC: [http://technet.microsoft.com/en-us/library/cc709691(VS.10).aspx](http://technet.microsoft.com/en-us/library/cc709691(VS.10).aspx).

**Note**
After configuration is complete, ensure that the Windows Remote Management service is started.

### WinRM Remote Access Account Restrictions

Listening for Remote Connections

WinRM on the monitored Windows machine must be configured to listen for incoming connections from remote parties. First however, you must decide if you want the Guest Process Investigation agent to connect to WinRM via HTTP or HTTPS.

**Note**  
After configuration is complete, confirm the HTTP/HTTPS port value by typing the command "winrm enumerate winrm/config/listener". Most Windows versions use port 80/443, however, some versions are known to use other port values such as 5985/5986.

Connection via HTTP

Using an HTTP connection is by far the easiest of the two when it comes to configuration and setup. The best option for creating a listener is to use the command "winrm quickconfig". This command creates an HTTP listener on port 80 with a URL path of “wsman”. These are the default values, but you can change them later, if necessary. Furthermore, using this command, WinRM will add an exception to the Windows Firewall. This is a necessary step if the firewall is enabled. If you experience problems with the quickconfig command or wish to have more control of the listener setup, the following shows an example of another approach:

```
winrm create winrm/config/listener?Address=*+Transport=HTTP
```

The following example shows another method to create a listener:

```
"winrm create winrm/config/listener?Address=*+Transport=HTTP"
```

After the listener has been created, run the following command to allow unencrypted communication with WinRM:

```
winrm set winrm/config/service @{AllowUnencrypted="true"}
```

Connection via HTTPS

This authentication scheme establishes an encrypted HTTPS session with WinRM. This authentication requires that WinRM be configured with an HTTPS listener and that an appropriate certificate that identifies the machine WinRM is running on. In addition to this WinRM configuration, the server that is running the Foglight Agent Manager (or servers that are not vFoglight) must be configured to trust the WinRM Server’s Certificate. You must configure the Foglight Agent Manager to trust third party certificates.

**Note**  
The Foglight Agent Manager can be installed on servers that are not vFoglight servers. It is the FglAM server that needs to be configured, not the vFoglight/Foglight server.

The following is an example for configuring WinRM with an HTTPS listener and certificate:

```
* winrm create winrm/config/listener?Address=*+Transport=HTTPS @{CertificateThumbprint="PASTE_CERTIFICATE_THUMBPRINT_HERE"}
```

Allowing Basic Authentication

This is the last step required for WinRM configuration. WinRM must be configured to allow basic authentication via the following command so that the Guest Process Investigation agent is able to access WinRM:

```
winrm set winrm/config/service
```
"winrm set winrm/config/service/auth @{Basic="true"}"

Operating Systems and Collection Methods

The following table lists the operating systems and collection methods supported by this release of the Guest Process Cartridge.

<table>
<thead>
<tr>
<th>Operating System</th>
<th>Windows Management Instrumentation (WMI)</th>
<th>Windows Remote Management (WinRM) (^1)</th>
<th>Secure Shell (SSH)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Windows XP Professional</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Windows Server 2003</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Windows Server 2003 R2</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Windows Server 2008</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Windows Server 2000 R2</td>
<td>(^2) X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Windows Vista</td>
<td>(^3) X</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Red Hat Enterprise Linux 5</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Oracle Solaris 10</td>
<td></td>
<td></td>
<td>X</td>
</tr>
</tbody>
</table>

1 The WinRM collection method requires some configuration. See Windows Remote Management (WinRM) for procedures on installation and configuration.

2 Collecting process data from Windows Server 2008 R2 via WMI requires additional steps. See Monitoring Windows Server 2008 R2 Host via WMI for procedures.

3 Some versions of Vista require that you enable the Remote Registry Service before collecting data via WMI.

Installing the Foglight Agent Manager (FglAM)

For the Cartridge for Guest Process Investigation, the Foglight Agent Manager only needs to be installed on the Foglight server. It does not need to be installed on each individual host where you want to monitor process information. The Foglight Agent Manager also provides a number of support services such as installation, upgrade, and the ability to configure agents.

Guest Process Investigation monitors machines remotely. You do not need to install FglAM on all machines you want monitored. One installation of FglAM per Foglight Server is enough, unless another installation is needed to offset the collection load onto other machines.

For procedures to install the Foglight Agent Manager, refer to the Foglight Getting Started Guide.
Configuring Root Certificates for FglAM

If any process information collection is to be done with a WinRM server through encrypted HTTPS communication, a new Certificate Authority must be added to the Java Runtime Environment (JRE) used by the Foglight Agent Manager. The JRE includes a command line tool called “keytool” which can be used to add the new Certificate Authority.

An example command line to import a new root certificate would be:

```
JAVA_HOME/jre/bin/keytool -import -file new_cacert.pks -alias 'somename' -keystore 'jks'
```

The initial password of the “cacerts” keystore file is “changeit”. System administrators should change this password and the default access permissions of this file when installing the SDK. The file is located at:

```
"FGLAM_HOME/jre/JRE_VERSION/jre/lib/security/cacerts"
```

| Note | The certificate file to be imported should be the public certificate for the Certificate Authority that signed the server's SSL certificate, not the SSL certificate itself. |

Installing the Cartridge for Guest Process Investigation Cartridge

Installation is the first step in adding a cartridge to the Foglight Management Server. A cartridge file has the extension .car. Installing the .car file causes the Management Server to be aware of all cartridges in the .car file.

A cartridge must also be enabled before it is added to the Foglight Management Server. You can cause a cartridge to be enabled upon installation, or you can enable it after installation. See the Foglight Administration and Configuration Guide for instructions on enabling and disabling cartridges after installation.

To install a cartridge:

1. On the navigation panel, under Dashboards, click Administration > Cartridges > Cartridge Inventory.
2. In the Install Cartridge area, type the path to the .car file for the cartridge you want to install.
   - Type the path in the File on Local Machine field if you want to upload a .car file from your local machine to the Management Server.
   - Type the path in the File on Server field if you want to install a .car file that is in a local directory on the machine hosting the Management Server.
   - Alternatively, you can click Browse to navigate to a .car file on your local machine using a file chooser. Click OK in the file chooser when you have selected the .car file you want to install.
3. The check box Enable on install is selected by default.
   - If you would like the cartridge to be enabled when it is installed, leave this check box selected.
• If you would like to enable the cartridge after installation, clear this check box.

4 Click Install Cartridge.

If the cartridge installs successfully, the message “Cartridge has been installed successfully” appears.

5 Click OK.

If Enable on install was not selected (step 3), a caution symbol appears in the row for that cartridge in the table in the Cartridge Inventory. For more information about cartridge installation and configuration see the Foglight Administration and Configuration Guide.

Creating an Agent

After installing the Cartridge for Guest Process Investigation, you may need to create an additional agent to handle heavier host loads.

To create an agent:

1. On the navigation panel, under Dashboards, click Administration > Agents > Agent Status. The Agent Status dashboard displays.
2. Click Create Agent.
   The Create Agent pane displays.
3. From the Host drop-down, select the required host.
4. Click GuestProcessAgent.
5. In Instance Name, enter the required name.
6. Click Create.
   The Create Agent Results pane displays. A green check mark displays when the agent is created.
7 Click **OK**.
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